
E-Safety



E-Safety Issues

Cyber Bullying
Cyberbullying is the use 
of new technology, in 
particular mobile 
phones and the 
internet, to deliberately 
upset someone else.



E-Safety Issues

Online Grooming
Grooming is when 
someone builds an 
emotional connection 
with a child to gain their 
trust for the purposes of 
sexual abuse, sexual 
exploitation or trafficking.



E-Safety Issues

Sexting
'Sexting' describes the use 
of technology to share 
sexual and sexually implied 
content. 
This content includes texts, 
photos of partial nudity and 
sexual images or video. 
This could be shared 
between partners, peers 
and strangers. 



E-Safety Issues

Location Services
There are many location-
based apps available for 
mobile devices, making it 
easier than ever to show your 
friends and family where you 
are at any given time. 

Do you want everyone to 
know where you are?



E-Safety Issues

Livestreaming
Livestreaming is becoming a 
very popular way for people 
to broadcast themselves on 
apps such as Instagram Live, 
Facebook Live, Periscope, 
Twitch and YouTube Live.

Do you know what you will 
see?



E-Safety Issues

Gaming Communities
There are so many ways 
for users to play games 
online. Many online 
games are multi-player 
and you cannot be sure 
who you are playing with.



E-Safety Issues
Illegal File Sharing
Copyright law applies to 
downloading, sharing and 
streaming. 
If you make content available to 
others on a file-sharing 
network, download from an 
illegal site, or sell copies 
without the permission of those 
who own the copyright, then 
you could face serious 
penalties.



What do we do at WSFG to protect your daughter?

E-Safety issues taught in computing and 
citizenship lessons.



What do we do at WSFG to protect your daughter?

Impero is used to ensure students are making 
educational use of online services. Inappropriate use 
can be acted upon.



What do we do at WSFG to protect your daughter?

The Internet is filtered to prevent access 
to inappropriate websites.



What do we do at WSFG to protect your daughter?

No mobile phones policy – Students must hand in their 
mobile phone to the school office when they arrive in school.



What can you do to protect your daughter?

•Have a conversation with your daughter - encourage them to 
talk to you about their internet use.

• Tell your daughter that she should tell you or a teacher if 
they see something inappropriate online.

•Use a filter e.g. Net nanny to block inappropriate content.



What can you do to protect your daughter?

• Encourage your daughter to think before she posts to a 
social network.

•Make sure that you and your daughter understand how to 
manage privacy settings on social networks.

• If your child is being cyber-bullied save all evidence and 
report this to the school or in the case of more serious issues 
the police.



What can you do to protect your daughter?

• Set up a family email address that your daughter can use to 
set up new online accounts.

• Encourage your daughter to use a nickname, rather than her 
real name, to protect her online identity.

•Make sure that your daughter uses a strong password and 
changes this for each online account and any devices that 
she has access to.



More Information

http://parentinfo.org/
www.childnet.com
www.childline.org.uk/info-advice/
http://www.bullying.co.uk/cyberbullying/
www.getsafeonline.org
http://www.kidsmart.org.uk/
www.ceop.police.uk/safety-centre/
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